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INTRODUCTION 
This document describes how to complete your configuration of the self-hosted version of the CloudCheckr software after you have installed 

the application.  

For information on how to install the application, see the document, Azure Self-Hosted Installation Guide.  If you need help with installation, 

please contact support@cloudcheckr.com. 

These final configuration steps include setup in CloudCheckr and in Microsoft Azure. 

mailto:support@cloudcheckr.com
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CLOUDCHECKR SETUP 
Create Partner 

1. Log into the self-hosted version. 

The Partners page displays. 

 
Partners are the top-level container within the application where you can generate and store multiple cloud accounts. In most cases, 

you only need to create one partner. 

Note: Once you have logged in, change the password immediately. 

2. Click + NEW PARTNER. 
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A dialog box opens. 

 
3. In the Partner Name text field, type a partner name. 

4. In the Partner Email text field, type an email address. 

5. Click CREATE. 

A message indicates that the partner was successfully added. 

 
6. Click OK. 

7. Click Filter to refresh the partners list. 

The new partner is now displayed in the partners list. 
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Configure Application Settings 
Before you can use the self-hosted version, you must configure the application settings to ensure the self-hosted version has the same 

functionality as the SaaS version. You will complete the following actions on the Configuration page in the self-hosted version. 

1. From the menu bar, select Settings > System > Configuration. The Application-wide Configuration page opens. 

 
2. Configure the SMTP settings to enable the application to send emails to users. Emails may include activation emails for new users, 

alerts, and report data. 

3. In the URL for CloudCheckr section: 

a. Type the URL that will be shown on any application-generated emails. 

Note: The default localhost designation displays the DNS for the EC2 instance that is hosting your version of the application. 

This URL is external-facing. 

b. In the Workers Count text field, type the number of workers. 

4. In the Proxy section, type the proxy details. 
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Create Azure Accounts in CloudCheckr 
To import your Azure data into CloudCheckr, you need to create Azure accounts in CloudCheckr.  

1. From the top right of the Partners page, click the NEW ACCOUNT button. 

 
The New Account screen displays.  

 
a. Type a name for your account. If needed, you can change the name later. 

b. From the Cloud Provider drop-down menu, select Microsoft Azure. 

c. Click Create. 

The Configure Account page opens.  

2. Click the drop-down arrow and select the type of Azure account you want to add. 

The configuration steps that display on the page depend on the type of Azure account you selected.  

3. Follow the instructions associated with your Azure account to complete the configuration in CloudCheckr. 
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Configure CSP Account  

If you selected Collect billing data from my Partner Center/CSP Account from the drop-down menu, the Configure Account page displays the 

CSP instructions.  

 
1. Provide the required information from the Microsoft Partner Center/Cloud Solution Provider (CSP) portal. See Azure Setup: 

Configure Partner Center (CSP) Cost Data for details. 

• Windows Azure Active Directory ID: the domain of the user’s email address 

• User's Login ID: the user's email address  

• User's Password: the password you created in the Microsoft Partner Center/CSP portal 

• Native App ID: the App ID created in the Microsoft Partner Center/CSP portal 

2. From the Azure Account Type drop-down menu, select Commercial or Government.  

3. Click Update.  
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Configure EA Account 

If you selected Collect billing data from my Enterprise Agreement from the drop-down menu, the Configure Account page displays the EA 

instructions.  

1. Paste the enrollment number and access token that you obtained from the EA portal into the appropriate fields. See Configure 

Enterprise Agreement (EA) Cost Data for details. 

 
2. From the Azure Account Type drop-down menu, select Commercial or Government.  

3. Click Update.  
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Configure Subscription Account 

If you selected Collect resource information from my Azure subscription from the drop-down menu, the Configure Account page displays the 

subscription instructions.  

1. Provide the required information from the Azure portal. See Azure Setup: Configure Your Azure Subscription for details. 

• Directory ID 

• Application ID 

• Subscription ID 

• Secret Key 

 
2. From the Azure Account Type drop-down menu, select Commercial or Government.  

3. Click Update.  
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AZURE SETUP  
Configure CSP Cost Data  
CloudCheckr can import cost data from the Microsoft Partner Center/Cloud Solution Provider (CSP) portal. To import this data, you will need 

to create a partner user and native application in the Microsoft Partner Center/Cloud Solution Provider (CSP) portal. 

This procedure shows you how to log into the Microsoft Partner Center/CSP portal and create a user. 

1. Log into the Microsoft Partner Center. 

The Cloud Solution Provider page opens. 

2. To sign into your Cloud Solution Partner account, go to the menu bar and click Dashboard. 

Note: You can also click Sign in located on the right side of the screen.  

3. Select your account, type your password, and click Sign in. 

The Partner Center page opens.  

 
4. From the right side of the screen, select Settings > User Management. 

The User Management screen displays.  

5. Click Add user. 

 
The Add user screen displays.  
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6. Type the name and email of the new user that you will use with your CloudCheckr account. 

7. Under the Roles and permissions section: 

• Make sure that you select the Manages your organization's account checkbox and select Billing admin. 

• Make sure that you select the Assists your customers as checkbox and select Admin agent. 

8. Click Add.  

9. After you create a user, log into the Microsoft Partner Center with the temporary password of the new user to create a permanent 

password. 

Note: You cannot use the temporary password to credential the CSP account in CloudCheckr. 

10. On the Partner Center page, go to Account Settings and click App Management. 

11. Scroll until you see the Native App section, and click Add new native app. 

 
12. Copy the App ID.  

13. Save these required items to a safe location:  

• Windows Azure Active Directory ID: the domain of the user’s email address 

• User's Login ID: the user's email address  

• User's Password: the password you created in the Microsoft Partner Center/Cloud Solution Provider (CSP) portal 

• Native App ID: the App ID created in the Microsoft Partner Center/Cloud Solution Provider (CSP) portal 

14. Go to CloudCheckr Setup: Configure CSP Account. 
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Configure EA Cost Data  
To enable CloudCheckr to report on cost data from your Azure EA account, you need to obtain an enrollment number and access token from 

Azure. CloudCheckr uses these values to retrieve the billing data, which is required to populate your cost reports. 

1. Log Into the Azure Enterprise Portal. 

2. From the left side of the Enterprise Portal landing page, click Manage. 

3. Copy and save the enrollment number. 

 
4. Click the Reports menu. 

 
5. Click the Download Usage link. 
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6. On the Download Usage page, click the API Access Key option. 

 
Azure generates a primary key and, in some cases, a secondary key.  

You can use the primary key or the secondary key as your token in CloudCheckr. 

 
7. Copy and save the selected key. 

8. Go to CloudCheckr Setup: Configure EA Account. 

Configure Azure Subscriptions 

Note: After you create the Directory ID, Application ID, Subscription ID, and secret key, please copy these values to a desired file type, such as 

CSV, and save the file to a safe location. You will need them to configure your subscription in CloudCheckr. 

1. Log into your Azure portal.  

Note: The link you chose depends on your subscription type: 

• commercial subscriptions 

• government subscriptions 

  

https://portal.azure.com/
https://portal.azure.us/
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2. From the selected Azure portal, select the directory that contains the subscription you want to scan.  

 
3. Open the Azure Active Directory management panel. 

4. Select Properties. 

5. Find the Directory ID and save it. 

 
6. Select App Registrations and click Add to create a new app registration.

 
7. Type a name for the application. (For example: CloudCheckr Service). 

8. From the Application Type drop-down menu, select Web app /API.  
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9. In the Sign-on URL text field, type https://localhost. 

 
10. Click Create. When you are back on the App Registration screen, find the Application ID and save it. 

11. Select the new registration and from the menu, select Keys. 

12. Type a name, select a duration, and click Save. 

 
Azure creates a new key and displays the key value in the third text field. 

13. Save the new key immediately since you will not be able to view it again. You will now have three values: Directory ID, Application 

ID, and the secret key. 

14. Open the Subscription management panel. 

15. Select the subscription that CloudCheckr will monitor. Find the subscription ID and save it. 

16. With the subscription selected from the subscription management panel, select Access Control (IAM). 

 
17. Click Add to add the new service account. 

18. Select the Reader role and then add the new service account as the user. You may need to search for the account if it is not listed. 

19. Save the change. 

The CloudCheckr service account should now be on the list with reader access. 

20. Go to CloudCheckr Setup: Configure Subscription Accounts. 
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 Learn more about the CloudCheckr Cloud 

Management Platform at 
www.cloudcheckr.com. 

http://www.cloudcheckr.com/

