
Identity
theft

Best practices:

Ensure your devices & cards are protected

Always be cautious

Use strong & unique passwords

Identity theft often begins with a phishing message, 
leading you to a fraudulent website where your data 
is stolen. In these cases, ask yourself if it could be a 
SCAM: 

• SENDER 

• CONTENTS 

• ADDRESS 

• MISTRUST 

Who is the message coming from? Are 
you sure it’s really them? 

Is it asking for details you wouldn’t 
normally share? Anything suspicious? 

Is the address correct for your 
organisation? Are there any spelling 
mistakes? 
Is there anything about the email that 
rings alarm bells? Are you sure you can 
trust it? 
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