
Personal
security

Key phrases to look out for:

Set strong passwords and use multi-factor 
authentication (MFA) wherever possible

Watch out for MFA bombing attacks and treat 
unfamiliar requests with caution 

Keep software up to date and run regular anti-
virus scans

Lock your devices and your SIM cards to ensure 
your device is not vulnerable even when it is 
locked 

Why: cybercriminals are constantly looking for new 
ways to attack, so individuals need to be constantly 
developing new ways of protection

Remember: if you are online, you are vulnerable. 
Once a cybercriminal has managed to hack your 
device, they can see and track everything you do 

Attacks can take place through: 

• Your computer 
• Public printers 
• Mobile devices
• USBs and other removable media 


	Slide 20

