
Safe homeworking

To ensure you are maintaining security when working from home, follow our 
highlighted best practices: 

• Have your devices authorised by your IT department – this should ensure anti-virus software is properly installed, 
and you have a secure VPN in place

• Avoid sharing devices with other individuals in your home – to limit the risk of human error

• Stay on top of your software updates – un-patched vulnerabilities could lead to unauthorised criminal access and 
contamination or theft of cloud hosted data 

• Maintain a connection with your IT team – necessary in case you need to raise any security questions or 
concerns 
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