
Best practices for prevention: 

Weigh the potential risks before posting personal or 
work-related information 

Configure your privacy settings across social media 

Avoid clicking on suspicious links, attachments or 
adverts online 

Always remember: 

Think before you share on social media 

Don’t accept friend requests from strangers 

Set your profile to private 

Be cautious about any suspicious messages or requests

Safe internet 
usage
When browsing the internet, it’s vital that you stay 
aware of what you’re browsing and what you’re 
clicking on. You should be particularly cautious of: 

• Unknown links 

• Attachments 

• Pop-up adverts 

Clicking on any of these could result in malicious 
software being downloaded onto your device. 
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